PROTECT YOUR BUSINESS: NTH GENERATION COMPLIMENTARY ASSESSMENTS

CIS Controls Gap Assessment

Step-By-Step Process & Deliverables:
• An Nth Security expert explains every security control recommended by the CIS Critical Security Controls
• A Gantt chart and heat map are created to help guide your organization to better align with this valuable framework and best practice
• Nth advocates for your organization as a consultant to move forward with better compliance

LogRhythm® Security Intelligence Workshop

Learn How To:
• Workshop schedule TBD
• Practice threat scenarios inside an active real-world environment
• Navigate the LogRhythm web console using live data
• Create customized web dashboards
• Investigate security issues with a focus on specific use-case scenarios
• Review log activities and alarm data

Varonis Risk Assessment

Key Benefits:
• Identifies and prioritizes at-risk areas like global access, stale data, and inconsistent permissions
• Discovers overexposed, sensitive, and classified data, including PII, HIPAA, PCI, and more
• Reviews access controls and authorization processes to discover how you can improve your system’s security
• Analyzes file access to determine where you’re most at-risk, and easily reduces your risk profile
• Exposes data vulnerabilities, so that you can be confident in your data security

Proofpoint Security Assessment

Key Benefits:
• Gain visibility on threat exposure in your email and social and mobile environments
• Uncover the advanced threat risk exposure of your organization including malicious URLs and attachments
• Generates automatic scan report with meaningful metrics including number of mailboxes scanned, number of malicious messages found, top threats, and more

If you are interested, please contact your NTH account manager or send an email to info@nth.com.
Thycotic Privileged Account Management (PAM) RISK Assessment Tool
Key Benefits:
• Based on cybersecurity and compliance standards from ISO, NIST, PCI, CIS, CSC, and EU GDPR
• Fast installation providing an immediate Risk Score of your current PAM practices
• Detailed (PDF) report highlighting your responses and PAM practice vulnerabilities
• Sent via email, including recommendations on how to lower Privileged Account security risks

Cylance Protect® Proof of Concept Artificial Intelligence Endpoint Protection
Key Benefits:
• CylancePROTECT® uses artificial intelligence and machine learning to identify and prevent malware attacks
• Cloud-based Management Console simplifies deployment and reduces operational overhead
• Lightweight Agent only uses 1-3% of PC processing power

Darktrace Enterprise Immune System Assessment
Key Benefits:
• Correlates unique “pattern of life” for every device and user on a network to spot threats
• Using unsupervised learning, Darktrace identifies anomalies that would traditionally go undetected, and automatically learns from an organization’s ongoing activity in real time to detect threat behaviors as they emerge

Fortinet Cyber Threat Assessment
Key Benefits:
• Next generation firewalls and a security fabric enabling a “single pane of glass” approach to a suite of leading security solutions
• ASIC-Based solutions providing greater density and speeds with a much stronger ROI than the competition
• Protecting the network with broad visibility, integrated detection, and automated response through the Security Fabric

Aruba User and Entity Behavior Analytics (UEBA) Deep-Dive Demo
Key Benefits:
• Leverage AI-based machine learning to spot insider threats and attacks with Aruba IntroSpect
• Gain visibility into “risk score” via deep monitoring of every user, and entity (malicious, compromised or negligent users, systems, and devices)
• Immediate risk score based alerts that can trigger automated action to stop malware/bad actors when paired with Aruba Clearpass
• Secure a deep-dive view into IntroSpect and learn how this UEBA technology can be your best SIEM and NTA solution all in one